**From:** Telstra Security Operations

**To:** nbn Team (nbn@email)

**Subject:** Create Firewall Rule to Mitigate Spring4Shell Exploit

—

**Body:**

Hello nbn Team,

We would like to request the creation of a firewall rule and provide you more information about the ongoing attack.

The payload includes encoded data patterns, such as ‘**class.module.classLoader.resources.context.parent.pipeline.first.**pattern’, that exploit the class loader for malicious actions.

Please implement a firewall rule to block any POST requests to ‘/tomcatwar.jsp’ that contain suspicious payloads resembling the patterns described above.

This should help mitigate the attack effectively without relying on blocking specific IP addresses.

Thank you for your prompt attention to this matter.

For any questions or issues, don’t hesitate to reach out to us.

Kind regards,

Telstra Security Operations